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ABSTRACT 

This research reconstructs the authority of notaries in the era of cyber notary by relating the function of proving 
authentic deeds to verification of tax compliance of the witnesses. Departing from a normative juridical method 
supported by limited empirical data, this study combines legislative, conceptual, and comparative approaches to 
harmonize various relevant regulations. The results of the study show that the probative equality of electronic 
documents requires strict technical prerequisites—including certified electronic signatures, authoritative time-
stamping, tamper-evident trail audits—along with the functional equivalent of attendance, reading, and signing. 
The integration of NIK-NPWP and risk-based tax KYC protocols strengthens identity accuracy and 
completeness of fiscal obligations, but must be limited by the principles of privacy-by-design, purpose limitation, 
and role-based access control. This article proposes a draft of operational standards, deed clauses regarding the 
disclosure and retention of fiscal data, and an architecture of interoperability between notarial systems, trust 
services, population, and taxation. Policy implications include strengthening accountability, service efficiency, and 
legitimacy of evidence, as well as reinforcing the code of ethics and fulfilling the right to data protection in the 
digital legal ecosystem. Methodologically, the main contribution of this research lies in the integration of 
dogmatic analysis with technical specifications that can be audited as the basis for policy feasibility tests. 
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INTRODUCTION 

Digital transformation in legal governance is driving a fundamental shift in the way states ensure certainty, 
order, and justice (Tobing Lumban, 1999). In the midst of this current, the Notary—as openbare ambtenaar—
remains the main buffer for the validity of legal acts through authentic deeds (Sesung, 2017). The acceleration of 
digital transformation is driving the shift of notarization practices from physical processes to service ecosystems 
that utilize electronic documents and signatures. This change also links notarial services with tax administration, 
which is increasingly digitized and integrated across administrative databases. This connectivity opens up 
opportunities to increase legal certainty but at the same time presents normative and operational challenges that 
are not simple. 

In the context of the concept of 'cyber notary', this paper interprets Notary as a public official who carries 
out the task of proving and legalizing with an electronic medium that meets authentic requirements (Nurita, 
2012). The obligation to disclose the tax compliance of the attendees is understood as part of the functions of 
prudence, risk prevention, and legal counseling inherent in the position (Sari, 2023). The main objective is to 
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ensure that notarized legal events do not close fiscal obligations and do not cause derivative legal consequences 
for the parties (Alincia, 2021). Another goal is to strengthen the integrity of the deed making process through 
identity verification, payment validation, and traceable electronic recording (Lubis, 2023). 

The positive legal framework shows the tension between the requirements of physical presence reflected in 
traditional notary practices and the recognition of electronic documents as valid evidence. These tensions result 
in the blurring of the boundaries of authority in facilitating online meetings, verifying identities remotely, and 
placing electronic signatures in an equivalent degree of authenticity. That ambiguity has an impact on the 
vulnerability of proof if process engineering and electronic records are not prepared to adequate standards. 
Uncertainty also arises when the formalism of the deed meets technical innovation without a clear procedural 
umbrella. This condition demands a reconstruction of norms that unite formal and technical aspects in one 
consistent evidentiary design. 

The next problem arises in the intersection between job secrets, access to tax data, and the principle of 
personal data protection. The need for tax verification presupposes legitimate and proportionate access to the 
fiscal identity and proof of payment of the beneficiaries. Unregulated access poses a risk of confidentiality 
violations and potential data misuse leading to disputes or sanctions. The absence of informed consent standards 
and a testable audit trail undermines process accountability. Therefore, access governance must be based on 
objective limitation, data minimization, and documented role-based controls. 

In addition, challenges also appear at the operational level when digital tools and procedures are not fully 
aligned with the needs of proof in court. The difference in technical capacity between Notary offices affects the 
quality of verification, storage security, and the sustainability of electronic archives. The disintegration of the 
inter-agency administrative system hinders workflows that require quick and precise validation of tax status and 
population identity. This inequality creates a variety of practices that have the potential to erode the uniformity 
of professional standards and the equality of the parties before the law. Technical and procedural harmonization 
is a requirement so that digital innovation does not lead to service disparities. In the context of  cyber notaries 
which combine tax compliance verification, position secrecy, and personal data protection, there is no 
measurable operational model—risk-based, audit trail, and NIK-NPWP interoperability—that can be used as 
notarial SOPs to integrate tax compliance disclosure into the electronic deed workflow. 

The problem statement in this article covers the limits and configuration of the Notary's authority in revealing 
the taxation aspects of clients in the electronic service ecosystem. The next formulation targets how a procedural 
integration model ensures the validity of evidence, fiscal compliance, and data protection simultaneously. The 
purpose of this article is to develop a normative and operational construct that balances verification accuracy, 
process traceability, tax compliance, and professional ethics. 

METHOD 

This article uses a normative juridical method with limited empirical data support (Negara, 2023). The main 
focus is to examine the legal norms that govern the position of notary, electronic proof, access and disclosure of 
tax data, and personal data protection. The approaches used include a statute approach to interpret and 
harmonize laws and regulations, a conceptual approach to build a work definition related to cyber notary and 
electronic authentic deeds, and a comparative approach to examine practices in various civil law and common 
law jurisdictions. The analysis was carried out qualitative-prescriptive through norm mapping, regulatory content 
analysis, and pattern matching between legal provisions and field practice. Validity is strengthened through 
triangulation across legal sources and methods, while reliability is maintained through  documented analytical trail 
audits. The ethical aspect is guaranteed through informant consent, restrictions on the purpose of data use, and 
the elimination of personal identity. Thus, this methodology is able to produce a balanced, auditable, and relevant 
normative and operational construction to build a ius constituendum regarding notary obligations in disclosing 
tax compliance in the cyber notary era. 

RESULT AND DISCUSSION 

Reconstruction of Notary Authority in the Cyber Notary Era 

The configuration of notary authority initially came from the attribution of the law that placed the notary as 
the general official of making authentic deeds (Zamili, 2022). The attribution is attached to three main pillars, 
namely material authority over the type of legal act, personal authority over the subject served, and territorial 
authority over the place of service. The power of proving an authentic deed rests on the fulfillment of the 
requirements for form, presence, and procedures set by laws and regulations. In that framework, the role of the 
notary is not just the "author" of the deed, but the guardian of the order of private proof that has public 
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implications (Laksana, 2019). The shift towards digital services requires a rereading of the attribution to be 
compatible with electronic media without reducing the authenticity of the deed. 

General attribution requires technology to be operationalized in the digital ecosystem. The technicality 
includes standardization of the identification of the parties, process recording mechanisms, and how to ratify 
signatures on electronic media (Hutapea, 2023). Without adequate technical arrangements, attribution power 
risks being practiced inuniformly, resulting in disparities in probative value. General rules should be translated 
into auditable work parameters, such as trail audit requirements, reliable timestamps, and document verification 
codes. Thus, the boundaries of authority remain firm even though the means of implementation have changed. 

The recognition of information and electronic documents as legal evidence has shifted the evidentiary 
landscape that has been centered on paper documents. Electronic signatures that meet certain qualifications 
reinforce the principle of non-repudiation and allow for remote execution of agreements (Gregušová, 2022). 
This shift requires a reconciliation between the principle of deed formalism and flexible and programmatic digital 
characters. The principles  of lex specialis and lex posterior need to be harmonized so that there is no conflict of 
application between the notary legal regime and the electronic proof regime. The harmonization ensures that 
equivalence is not only recognized normatively, but also forensically proven when tested in court. 

The equivalence of electronic evidence with an authentic deed is not born automatically, but requires the 
fulfillment of strict and documented procedural prerequisites. Technical standards such as signer identity 
certification, securing file integrity through hash chaining, and time assurance through time-stamping authority 
need to be instituted as default notarial protocols  and not just  optional best practices (Lubis, 2022). Without 
this foundation, the "electronic" status would turn into a cosmetic label that could not prevent manipulation,  
identity spoofing, and document splicing that undermined authentic value (Putri, 2019). A reliable normative 
framework demands coherence between the definition of the deed, the procedure for making it, and the criteria 
for electronic evidence, so that each element of the process corroborates each other in a chain of evidence 
(Monaghan, 2022). The validity of deeds no longer depends on physical materials, but on the quality of 
governance inherent in the life cycle of digital documents. 

The formal implications of an authentic deed touch on three critical nodes—the presence of the parties, the 
reading of the deed, and the signing—each of which demands a functional equivalent in the digital space. An 
online presence requires multi-layered verification that goes beyond visible observation and creates  an in-depth 
defense against the risks of identity disguise, coercion, and collusion. Reliable credential analysis must be 
combined with liveness detection, proportionate biometric checks, and knowledge-based authentication tailored 
to the risk profile of the person facing and the type of legal act notarized (Bungdiana, 2023). All interaction 
sessions, including the reading and approval processes, need to be continuously recorded, assigned  a unique 
session ID, and linked to an electronic minuta through  a verifiable seal that binds content and context. 
Witnesses and officials are required to carry out documented cross-control roles, so that human oversight 
remains present as an ethical and procedural safeguard above system automation (Ni’mah Sona, 2022). 

Tax compliance verification should only be carried out as long as it is necessary for the validity of notarized 
legal actions, so that it does not turn into a fishing expedition that exceeds the requirements of the deed. Any 
access to fiscal data must be recorded in  an intact, auditable event-driven log that shows who accessed what, 
when, for what purpose, and with what verification results (Kutyłowski, 2023). The preparation of 
comprehensive derivative regulations must integrate the formal requirements of deeds, trust services standards, 
and electronic proof mechanisms in one consistent procedural design across regimes. Detailed operational 
guidelines need to establish clear roles, responsibilities, escalation paths, and reporting pathways to prevent 
compliance gaps and regulatory arbitrage (Fang, 2020). Inter-agency coordination—between notary authorities, 
population administration, taxation, and data protection—is key to identity integration and fiscal verification as a 
seamless workflow (Noviana, 2012). With this approach, change is no longer patchy, but rather results  in an 
end-to-end architecture  that is integrated from upstream to downstream. 

Harmonization between regulations needs to be complemented by measurable and auditable minimum 
technical standards, so that enforcement does not depend solely on casuistic interpretation. These standards 
include, among others, secure cryptographic key management, granular role-based access control, proportional 
record retention policies, geo-redundant backups, and regularly tested disaster recovery plans. Certification for 
trusted service providers, electronic signature providers, and digital archive managers should be linked to 
incident reporting, penetration testing, and vulnerability disclosure program requirements to ensure readiness in 
the face of threats.  

In addition, professional organizations need to adopt a code of practice that clarifies ethical expectations in 
the digital context, including prohibitions on practices that obscure presence, manipulate records, or over-collect 
data. Effective oversight requires measurable compliance performance indicators, internal control dashboards, 
and feedback mechanisms that can trigger continuous improvement. 
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It can be drawn a common thread that the reconstruction of authority is not enough to be done at the norm 
level, but must be accompanied by strengthening institutional capacity and adequate technological literacy at the 
operator level. Ongoing training programs need to combine procedural law and evidentiary techniques with 
aspects of information security, risk management, and data processing ethics, so that officials and staff 
understand  the why, what, and how of each procedural step. Investment in trusted infrastructure—including 
reliable recording devices, secure vaulting, and key management systems—needs to be encouraged through 
incentive schemes, technical cooperation, and credible accreditation. Periodic evaluation of the implementation 
of digital procedures, both through internal audit and external conformity assessment, will produce data-based 
feedback that is useful for improving regulations and SOPs. With this series of steps, notary authority in the 
cyber notary era is not only compatible with technology, but also remains faithful to its constitutional mission—
maintaining legal certainty, protecting the rights of parties, and supporting the reliability of proof in the digital 
economy. 

Integration of Identity of Population and Taxation in Notarial Services 

The integration of the Population Identification Number (NIK) and the Taxpayer Identification Number 
(NPWP) lays the foundation of a dual identity that strengthens each other so that the civil profile and fiscal 
profile of the attendees can be verified consistently in one administrative and legal ecosystem (Amila, 2023). This 
linkage allows notaries to test the suitability of personal data, tax subject status, and formal compliance records 
without separating the identification process from the assessment of tax obligations relevant to legal events. The 
alignment of population and taxation databases also reduces the risk of impersonation, identity switching, and 
the use of unauthorized identity attributes in transactions that have significant fiscal consequences. At the 
evidentiary level, identity integration strengthens the reliability of the deed because each statement of the parties 
can be linked to an identity that has been verified across authorities. Thus, the NIK-NPWP functions as an 
anchor of trust that balances legal certainty, administrative efficiency, and accountability of electronic proof. 

From an operational perspective, the integration translates into a multi-layered verification flow that 
combines real-time or near-real-time checking of demographic data, taxpayer status, and arrears flags  to prevent 
false acceptance or rejection (Schreiner, 1999). Notaries organize  a pre-screening process  that tests the identity 
match between the population document and the tax record, then ties the results to the case profile and the type 
of deed to be issued. The verification results are stored as an event record that can be audited and linked to 
electronic minutes through a unique marker that prevents falsification or disconnection of evidence. This 
approach provides  adequate traceability without compromising the principle of data minimization as only 
attributes relevant to the deed are processed and stored (Cao, 2023). The final effect is a risk-aware, measurable, 
and proportionate notarial work arrangement to the purpose of proof. 

The notarial tax Know Your Customer protocol is designed to orchestrate identification, validation, and 
recording so that all risk nodes can be controlled systematically and documented. The identification stage 
establishes the certainty of the identity of the attendees by relying on valid proof of residency and, where 
necessary, the reinforcement of two-factor authentication that considers the value and complexity of the 
transaction. The validation stage examines relevant fiscal attributes, including the status of the tax subject, the 
provisions of the applicable tax regime, and evidence of the fulfillment of payment or reporting obligations that 
are prerequisites for legal events. The recording stage builds  an electronic chain of custody that binds identities, 
examination (Burri, 2020) results, and evidence attachments so that they remain intact throughout the life cycle 
of the deed. 

The implementation  of tax KYC in practice requires a risk-based approach that differentiates the intensity of 
checks according to transaction profiles, compliance records, and anomalous indicators detected. For cases of 
high value, cross-jurisdictional, or involving multi-layered ownership structures, enhanced due diligence is 
enabled to ensure that the source of funds, object of transaction, and fiscal consequences have been adequately 
tested (Gaviyau, 2023). Each step of the audit is tied to a trail audit that records the perpetrators, timing, system, 
and results, so that a reconstruction of the process can be carried out if a proof dispute arises at a later date. 
Record retention is structured with policies that balance the need for proof and data protection, including  strict 
access control mechanisms  to avoid function creep (Koops, 2021). 

The deed clause on tax compliance is designed as a transparency instrument that affirms the scope, legal 
basis, and legal consequences of the parties' statements regarding the status and fulfillment of fiscal obligations. 
The clause should state that tax data is processed for the specific purpose of making the deed in question, with 
limitations on relevant attributes, and with a proportionate and accountable retention period. The series of 
statements of the parties contains confirmation of the correctness of the data, the suitability of supporting 
documents, and an understanding of the civil and administrative consequences in the event of untruthfulness or 
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obscuration of material facts. The notary binds the attachment of the proof of payment or receipt transaction 
number explicitly as an integral part of the minuta, so that the continuity of the evidence is maintained. 

At the same time, the clause needs to provide  clear allocations of risk without going beyond the limits of the 
profession's authority, by distinguishing between the notary's fair verification obligations and the substantive 
responsibilities of the parties to their data and tax obligations. The structure of the clause may include 
representations and warranties regarding fiscal status, undertakings to submit additional documents when 
requested by the authority, as well as acknowledgements about the processing of data that have been described at 
the time of consent. Notaries may add  a limited disclaimer asserting that substantive tax assessments remain 
with the fiscal authority, while notarial verification is formal and procedural to maintain evidentiary certainty. 

There are several cases of transfer of land and/or building rights that illustrate how the integration of identity 
and taxation shortens service time while thickening administrative certainty. The workflow begins with matching 
the identities of the parties to the population database, followed by mapping final income tax and BPHTB 
obligations based on the characteristics of the object and the agreed transaction value. The notary then facilitates 
the issuance  of billing and verification of the State Revenue Transaction Number linked to the minuta as an 
electronic attachment with a unique marker. After the proof of fulfillment of the obligation is verified and 
recorded, then the deed is read and signed with an electronic signature mechanism that meets the non-
repudiation. This series of steps provides end-to-end traceability that facilitates auditing, correction, and law 
enforcement in the event of a dispute. 

In the case of a closed limited liability company's share transfer, identity and tax integration helps control the 
risk of nominee arrangements, hidden (Kusuma, 2022) beneficial ownership, (Meunier, 2018) and under-
reporting of transaction values (Jenkins, 2018). The verification stage assesses the fiscal status of the parties and 
related legal entities, then maps the implications of income tax on transfer and the potential for VAT depending 
on the nature of the object and business activity. The notary ensures the conformity of the transfer data with  the 
last cap table, articles of association, and approval of the company's organs, as well as linking financial proof 
documents as validated attachments. If the transaction involves cross-border flows, (Chin, 2022) the notary adds 
procedural records regarding withholding, treaty relief, (Shehaj , 2022) or the need for transaction reports in 
accordance with the provisions of laws and regulations. 

The first technical challenge that must be answered is the interoperability of the system between the 
application of the notary's office, trust services, and the infrastructure of population administration and taxation. 
Interoperability requires documented interface specifications,  stable message formats, and  data exchange 
governance that governs quality, error handling, and service-level objectives. Without a harmonized architecture, 
any verification process is at risk of latency, data mismatch, (O’Reilly, 2021) or failures that degrade efficiency 
and damage the experience for parties. The use of federated identities that map NIK to NPWP and other fiscal 
attributes accelerates cross-checks while maintaining data sovereignty in each authority. This design prevents 
vendor lock-in and allows for technology evolution without compromising procedural certainty. 

The second technical challenge concerns robust audit trail design, data leak control, and resilience to 
cybersecurity incidents in the context of electronic proof. The audit trail must be tamper-evident, contain the 
identity of the perpetrator, an authoritative timeline, and a sufficient summary of actions to reconstruct the 
process without over-exposing sensitive data. Role-based access control, encryption in transit and at rest, and 
continuous anomaly monitoring become non-negotiable layers of control. When an incident occurs, a tested 
incident response plan—from containment, forensic preservation, to notification to the right party—determines 
the reputation and legitimacy of digital notary services. With such a governance tool, the integration of identity 
and taxation in the realm of notary is not only possible, but also reliable and legally accountable. 

Privacy Governance, Electronic Evidence, and Standardization of Practice 

The application of the principle of privacy-by-design in cyber notary practice means that the mechanism for 
protecting personal data is not placed as an additional element, (Alkhariji, 2023) but is embedded from the stage 
of designing electronic notary systems, procedures, and applications (Aljeraisy, 2022). This concept ensures that 
every function—from party authentication, document storage, to recording online court proceedings—always 
minimizes data collection, limits processing to specific purposes, and involves proportionate access control 
(Barth, 2023). The principle of purpose limitation also strengthens the framework by emphasizing that fiscal and 
population data used in the deed process should only be processed for the purpose of creating authentic deeds, 
without paving the way for other functions outside the mandate of the position. The integration of these two 
principles allows for a balance between legal certainty, transaction security, and the protection of the 
fundamental right to privacy of the parties. 

In the operational framework, privacy-by-design is realized through default privacy settings policies (Uribe, 
2020), data encryption at every stage of the workflow, and separation of access authority between notary 
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officials, administrative staff, and technology service providers. Any requests for access to data must be recorded 
in an event-driven audit log that automatically flags who accessed (Corrales, 2022) when, and for what purpose, 
allowing for process reconstruction in the event of a dispute or violation. The application of this principle 
reduces the risk of function creep—i.e., the use of data for inappropriate purposes—and ensures that sensitive 
data remains under the control of legitimate institutions. Furthermore, purpose limitation binds officials to 
communicate information transparently to the parties about how their data is used, stored, and at what point it 
will be deleted (Nicole, 2021). 

The probative value of electronic evidence in the context of cyber notary rests on three main instruments: 
certified electronic signatures, time-stamping, and tamper-evident records. Certified electronic signatures 
guarantee a direct link between the signer and the document, so it is impossible to deny or reject it in the future. 
Time-stamping performed by a trusted authority ensures that each legal action is recorded in a chronological 
order that cannot be manipulated, closing the space for disputes regarding the timing of the will statement. 
Meanwhile, tamper-evident records maintain the integrity of documents by creating an instant detection 
mechanism in case of changes to the deed text or evidence attachments. The combination of these three 
instruments gives electronic evidence the status equivalent of a traditional authentic deed, as long as all 
procedures are carried out in accordance with applicable legal standards. 

In practice, the effectiveness of electronic evidence is highly dependent on the existence of an officially 
accredited trust guarantee institution that is subject to international standards (Januar, 2020). The process of 
signature certification, time endorsement, and track record verification must be managed by a party with 
technical capabilities and legal integrity. Every transaction record needs to be tied to an unbreakable chain of 
custody, so that interested parties can trace their validity from start to finish. Without this mechanism, electronic 
evidence is vulnerable to being contested in litigation and losing its authentic force. Therefore, the integration of 
probative technology into notarial governance is not an option, but rather a prerequisite for digital 
transformation to produce the same legal certainty as conventional practices. 

International standards such as ISO/IEC 27001 on information security management (Culot, 2021), 
ISO/IEC 27701 on privacy, and the ETSI EN 319 framework for trust services provide a reference that can be 
adopted in  the Indonesian cyber notary system. This standard provides measurable parameters related to 
encryption, auditing, risk management, and adequate data governance to close security gaps (Shivam, 2022). In 
addition, the NIST SP 800-63 guideline on digital identity (Burr, 2006), provides a relevant risk-based 
authentication framework for face-to-face verification in online deeds (Alhirabi, 2023). The application of these 
international standards ensures that electronic certificates are not only normatively valid, but also technically 
robust in the face of cyber threats. 

The relevance of international standards for practices in the country lies in their ability to bridge the gap 
between national regulations, which tend to be descriptive, and highly specific technical requirements. The 
adoption of these standards can be used as a basis for drafting ministerial regulations or authority regulations that 
set minimum benchmarks for information security management in notary offices. Thus, notaries are not left to 
interpret for themselves what is meant by ―adequate protection,‖ but rather work within a clear and auditable set 
of specifications. This will increase the predictability, uniformity, and professionalism of electronic notarial 
services. 

Comparisons with international practice show that remote online notarization in the United States 
emphasizes procedural validity through multi-factor authentication, audio-visual recording, and electronic 
attestation that is recognized as equivalent to a physical deed (Alkatiri, 2023). Meanwhile, the European Union 
through the eIDAS Regulation prioritizes cross-country integration by standardizing trust services, advanced 
electronic signatures, and qualified trust services that are binding across jurisdictions (Alonso, 2020). Both 
models demonstrate the importance of striking a balance between legal certainty, technical security, and 
procedural flexibility in the cyber notary framework. This comparative study shows that the success of notarial 
digitization depends on coherence between substantive law, formal procedures, and technological infrastructure.  

However, differences in social and legal contexts, particularly in Indonesia, and technological capacity require 
more than simply copying foreign models; they must be adapted to domestic needs. The practice of remote 
notarization in the US was born within the framework of common law, which differs from Indonesia's civil law, 
while eIDAS operates within the European Union's integration system, which is not identical to the national 
institutional configuration.  Selective adaptation is necessary, for example, combining US-style online 
authentication disciplines with EU-style qualified trust services, while maintaining the formalism of deeds 
required by the Notary Profession Law. In this way, Indonesia can produce a unique hybrid cyber notary model 
that is legally valid nationally and compatible with global practices. 

The challenge of regulatory harmonization is a crucial issue because currently the norms governing notary, 
data protection, taxation, and electronic transactions are spread across various sectoral laws and regulations that 
are not fully synchronized. This inconsistency creates the potential for conflict of norms, gray space, and non-
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uniform practices between notaries and agencies. Therefore, it is necessary to prepare a uniform, clear, and 
binding national SOPs, so that each notary office has standard guidelines in operationalizing the principles  of 
privacy-by-design (Uribe, 2020), management of electronic evidence, and integration with the tax and population 
system. This SOP will not only strengthen predictability and uniformity of practice, but also increase public trust 
in electronic deeds (Saura, 2022). 

Finally, the drafting of a uniform national SOP should involve multi-stakeholder collaboration, including 
notary professional organizations, regulatory authorities, and technology providers, to ensure that policy 
documents are not only theoretical, but also realistic in implementation. The SOP needs to regulate in detail the 
procedures for authentication, approval, recording, storage, as well as procedures for controlling security 
incidents and reporting compliance. Consistent implementation of this SOP will strengthen the legitimacy  of 
cyber notaries and reduce reliance on individual interpretations that are vulnerable to legal uncertainty. With 
comprehensive governance, the practice of electronic notarity in Indonesia can be transformed into a modern 
legal instrument that is accountable, secure, and equivalent to international standards. 

Conclusion 
The reconstruction of notarial authority in the era of cyber notaries must be based on coherence between 

norms, procedures, and trust infrastructure, so that digital authentic deeds have probative value equivalent to 
conventional practices. Such equality is not sufficiently guaranteed by normative recognition of electronic 
documents, but requires strict technical prerequisites—including certified electronic signatures, authoritative 
time-stamping, and tamper-evident audit trails—which are institutionalized as an inherent part of notarial 
practice. At the same time, the doctrine of professional ethics and the principle of personal data protection must 
inform every stage of the process through the application of privacy-by-design, purpose limitation, and role-
based access control, so that tax compliance verification does not shift into a violation of the principle of 
confidentiality. Within the framework of positive law, the principle of notarial prudence must be understood as 
the embodiment of public office responsibility that functions as a gatekeeper for the validity of legal actions. This 
function is carried out proportionally: by ensuring the accuracy of the parties' identities, the completeness of the 
associated fiscal obligations, and the traceability of the deed process, without exceeding the limits of authority as 
determined by law. Thus, the principles of legal certainty, accountability, and legitimacy of evidence can be 
consistently upheld in the digital legal ecosystem. 

The practical implications of this idea require a clear, uniform, and auditable operational design. This includes 
integrating NIK–NPWP to link civil and fiscal profiles, implementing a systematically documented risk-based tax 
KYC protocol, and establishing minimum information security standards in line with international practices. At 
the technical level, uniform national SOPs are needed to ensure the compatibility of presence, reading, and 
signing functions in the digital space; the formulation of deed clauses related to fiscal data disclosure and 
retention; and the establishment of measurable escalation paths and incident reporting systems. Interoperability 
between systems—including notary offices, trust services, population administration, and taxation—must be 
ensured through open interface specifications, measurable service-level objectives, and data exchange governance 
that prevents vendor lock-in. In addition, strengthening institutional capacity is an important prerequisite, 
including a continuous training curriculum, accreditation of trusted service providers, periodic security tests, and 
a transparent tax compliance performance assessment mechanism. Thus, the ius constituendum agenda requires 
close harmonization between the UUJN, the ITE Law, tax law, and the Personal Data Protection Law, so as to 
create a mutually reinforcing and consistent regulatory regime. 
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